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Wireless Guest Portal  

 
St. Paul’s School has recently updated the campus wireless systems to support secure encrypted wireless connections.  
This was done to provide a level of network protection to our campus community when they attached to the campus 
wireless network.  To accommodate guests of the campus we’ve established the Wireless Guest Portal.  When visiting 
the school your devices can connect to the open wireless “SPS”, network.  Upon your first connection to an internet 
resource your web browser will be re-directed to the Wireless Guest Portal.   You will be required to acknowledge the 
following: 

 Guests are expected to abide by the schools Acceptable Use practices which can be found on the portal. 
 

 Use of the St. Paul’s School Wireless Guest Network is at your own risk. The Wireless Guest Network is not 
secured or encrypted. Guests should assume that all use could be monitored and that any information sent or 
received could potentially be intercepted. Sensitive personal information should not be transmitted over an 
unsecure network.  
 

 St. Paul’s School assumes no responsibility, and shall not be liable for any loss of data, damages, or viruses that 
may infect your computer equipment or other property on account of your access to, use of, or browsing in any 
website, or your downloading of any materials from websites. 
 

 St. Paul’s School cannot 
guarantee that your hardware 
will work with the campus 
Wireless Guest Network.  If you 
have problems accessing the 
Internet over the St. Paul’s 
School Wireless Guest Network, 
staff cannot assist in making 
changes to your network settings 
or perform any troubleshooting 
on your device. You should refer 
to the owners' manual for your 
device or other support services 
offered by your device 
manufacturer. 
 

 Guest access is limited both in 
bandwidth and in access to on-
campus resources. 

 

 


